Artificial intelligence (AI) is a significant step forward in the digitalisation and transformation of modern businesses. In short, it refers to computers’ capability to acquire and apply knowledge without programmers’ intervention.

Investors are lining up to be part of the imminent change. AI attracted USD 24 bn in investments globally in 2018, a twelvefold increase since 2013. US start-ups received the most attention, followed by Chinese, which already outpaced European AI start-ups.

Within Europe, Germany, France and the UK are the frontrunners in experimentation and in the implementation of AI. In light of intensified global competition, the European Commission proposed a EUR 9 bn budget to fund AI-related projects between 2021 and 2027.

Similar to earlier examples of information technology (IT) implementation in financial services, AI promises great efficiency gains and potential revenue increases. To date though, AI implementation in banking has been modest. AI is being tested for real-time identification and prevention of fraud in online banking as well as in know-your-customer (KYC) processes. Robo-advisors are also evolving over time to become true AI solutions. Looking forward, regulatory measures around data privacy and concerns regarding cybersecurity might create obstacles to AI use in banking. In addition, the highly regulated nature of banking may cancel out some efficiency gains of AI.

AI’s potential contribution to bank profitability should not be underestimated. Empirically, AI has a significant positive impact on European banks’ return on assets (ROA). By increasing labour productivity, AI technologies could structurally reduce costs in the banking sector. Rapid implementation of AI technologies is, therefore, central to fighting persistently weak profitability and to remaining competitive.
Introduction

Huge progress in computer hardware, software and internet technologies have irreversibly changed our societies. It is now difficult to imagine an economic agent without computers, internet or mobile devices. The pace at which IT is evolving offers great opportunities to expand the client base, introduce new products or improve existing ones and to increase efficiency in a relatively short period of time. On the other hand, if companies miss out on the current IT wave, they might be overtaken by events soon.

Among the various IT breakthroughs of recent years, the advancement in AI is particularly remarkable. In short, AI refers to computers having cognitive skills similar to humans, which could result in immense efficiency gains for firms and their clients alike. The financial sector has been one of the early experimenters with AI technologies, not least due to its likely contribution to stronger profitability. It is therefore essential to take a closer look at the potential role of AI in banks’ digital transformation.

Artificial intelligence: A giant step beyond standard IT applications

To date, IT solutions in the business world have by and large focused on automating repetitive tasks that would otherwise require human involvement. The boundaries for these IT applications have been set by their developers, and by design these solutions have been limited in their capabilities. They have largely been static and unable to comprehend or act on their own. With technology evolving rapidly, however, this is increasingly changing.

Artificial intelligence refers to the ability of computer programs to acquire and apply knowledge without human intervention and involvement. By observing the world around them and analysing information autonomously, AI systems draw conclusions and take appropriate actions. They learn from their previous judgements and, depending on the level of accuracy, improve their performance over time.

Al as a term was first coined at the Dartmouth Conference in 1956¹ and is not new per se. In recent years, though, some breakthroughs in IT have allowed tremendous momentum in AI’s capabilities:

i) The expansion of internet usage has led to huge amounts of digital information being generated and stored. In about 10 years, the amount of data generated worldwide grew some 17 times. Forecasts point to another fivefold increase between now and 2025. This large volume of information, once cleaned and structured (i.e. big data), is at the core of data-driven decision-making.

ii) There has been a colossal increase in the processing power of computers. A standard measure of that, the number of transistors, has increased 10 m times since the 1970s. The speed of central processing units, another element contributing to processing power, rose by a factor of 6,750 over the same period.² This enables algorithms to process information at much faster rates and contributes to the accuracy of their decision-making.

iii) Other developments – such as the reduction in data storage costs, advancements in data mining processes or an increasing number of IT experts – have further fuelled the feasibility and capability of AI. While the

¹ See McCarthy, Minsky, Rochester, Shannon (1955).
² Moore’s Law states that the processor speed of computers, or the number of transistors on an affordable central processing unit, doubles approximately every two years.
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Hard drive cost per gigabyte has come down from around USD 5,000 in 1990 to some USD 0.025 today, the number of IT specialists grew by 50% in the euro area between 2007 and 2017, for example.

Big data as input, data identification methods such as machine learning and the greater affordability of these tools have been the driving factors behind AI’s recent rapid success in understanding languages, recognising objects and sounds, and observing and solving problems autonomously.

Artificial intelligence investments on the rise

Thanks to its rapid evolution in recent years, AI is being experimented with and implemented in several areas. Due to measurement issues, however, quantifying its deployment is hardly a straightforward task. Indeed, firms might deploy AI to increase efficiency in their processes, which is not directly observable for analysis. Moreover, it is sometimes difficult to differentiate between more standard IT solutions and sole AI applications. To partly overcome these drawbacks, information on venture capital (VC) investments in AI start-up firms may be useful. In 2018, AI start-ups received a staggering USD 24 bn globally, up from less than USD 2 bn in 2013. Growth in VC investments over the past two to three years has been particularly strong. AI firms have also increasingly become acquisition targets. Over the last 20 years, a total of 434 companies in the AI sector have been acquired, 220 of them since 2016 alone.

Of the total VC volume in 2018, almost USD 15 bn went to AI start-ups in the US, and another USD 6.5 bn went to Chinese firms. In 2017 and 2018, the number of VC deals flattened out. Yet the average volume of VC investments surged, an indication of VC flowing into more mature AI firms whose capital needs are larger than those of typical seed stage start-ups. In China, for example, SenseTime Group, a computer vision and deep learning technology developer, raised USD 1.6 bn in VC funding in 2018. With the new capital, the value of the company rose to over USD 6 bn, making it the world’s most valuable AI unicorn. In the US meanwhile, it is primarily large tech firms which invest in AI start-ups.

To VC investors, AI appears to be a truly transformative technology with significant potential, like the internet and mobile revolutions in past decades. How do AI start-ups use the funds they receive? First observations indicate that they hire new AI talent (which proves to be costly and difficult to find) and expand their services. Investors might therefore need to wait a while before they see meaningful returns on their investments.

Artificial intelligence and intellectual property rights

A technological field usually is more useful and has a greater value for the economy in the years to come if there is a substantial increase in the number of patents filed in this particular field. There were some 20,000 patent applications in AI-related technologies in 2016, double the figure of 2010. Around 50% of that was accounted for by AI patents in computer vision. This technology is mostly used in self-driving cars and shows how intense competition in this area currently is. Of the total AI patent applications in 2015 (the latest available data 3

---

3 The OECD identifies AI start-ups as firms whose business model focuses on i) “artificial intelligence”, “machine learning” and “machine intelligence”; ii) “neural networks”, “deep learning”, and “reinforcement learning”; and iii) “computer vision”, “predictive analytics”, “natural language processing”, “autonomous vehicles”, “intelligent systems” and “virtual assistant”.

4 See WIPO (2019).

5 See Inaba and Squicciarini (2017) for a detailed explanation.
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with respect to countries), the US accounted for about one-third, a more or less stable share since 2010. Within the US, it was the tech giants who filed the largest number of AI patents. China made up 25% of the applications in 2015, up from 10% in 2010. Japan and the EU-28 each had a share of 14%, both down from around 20%. China increasingly seems to be replacing the EU and Japan in AI research and development with potentially significant implications in the future.

Within the EU, half of all AI patent applications originated in Germany and France. Together with the UK (16%) and Sweden (8%), four countries account for the lion’s share. Given that patents create a legal monopoly, they introduce important first-mover advantages. Considering potentially large economies of scale, countries unable to implement AI now might be at risk of remaining behind for a long period of time.

In light of intensified global competition in IT in general and AI in particular, the European Commission proposed a budget to fund research and innovation projects in Europe in March 2019. Horizon Europe is the successor of Horizon 2020, which has a volume of EUR 77 bn to be spent between 2014 and 2020. Horizon Europe aims to allocate EUR 100 bn between 2021 and 2027. One of the main sub-categories of Horizon Europe is the Digital Europe Programme, which aims to invest EUR 9 bn specifically in high-performance computing and data, AI, cybersecurity and advanced digital skills projects. Even though Horizon Europe represents an important step forward in enhancing AI technology in Europe, its ability to drive successful AI projects remains to be seen. Indeed, its predecessor received 115,000 innovation and research proposals between 2014 and 2016, yet only 14,000 proposals were selected for funding, a very low success rate. The high rate of over-subscription is evidence of strong demand for funding. But the large number of rejected applications points to some underlying problems. Alternative solutions, such as enhancing IT literacy at early ages or improving IT infrastructure, might be necessary to increase the number of high-quality AI and innovation projects.

Earlier examples of IT implementation in banking

Banks are usually early adopters of IT opportunities. This is true not just for the back office, where modern technologies have been used for a long time (e.g. to process payments), but also for the front-end. An example are automated teller machines (ATMs), one of the earliest IT applications in banking. These devices replaced the repetitive tasks of bank employees in cash withdrawal and account balance checks. They made it easier for clients to access standard banking services while also making banks more efficient. Since the first ATM was installed in London in 1967, they have become standard devices in branches. In Europe, their numbers have grown to three ATMs per bank branch in 2017, up from one ATM per four bank branches in 1987. With bank employees relieved of routine cash-handling tasks, they were able to take on other services such as relationship banking (i.e. catering to clients’ individual needs) and offering other bank services like credit cards, loans and investment products.⁶

Online banking is another example of banks adopting client-facing new IT. Starting from the late 1990s, the use of internet as a medium for banking services has increased immensely. Direct or internet banks with very few or no physical branches emerged. Virtually all banks started providing online banking services. In 2018, more than half of the adult population in the EU used internet banking to check their account balances or transfer funds. In some countries, such as Denmark, internet banking penetration rates are particularly high (90%). In Germany, 59% of individuals used internet banking in 2018, up from only

⁶ See Autor (2015).
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For banks, data is essential to almost all business lines, from traditional deposit taking and lending to investment banking and asset management. Autonomous data management without human involvement therefore offers great opportunities for banks to improve speed, accuracy and efficiency. Potential AI applications in banking can be classified into four broad categories: 1) customer-focused front office applications, 2) operations-focused back office applications, 3) trading and portfolio management, 4) regulatory compliance. At least for now, banks by and large are still experimenting with AI technologies rather than fully implementing them in their processes. Customer- and operations-focused AI solutions seem to be undergoing more intensive exploration than others:

i) AI is being tested for real-time identification and prevention of fraud in online banking. Indeed, credit card fraud has become one of the most prevalent forms of cybercrime in recent years, which is exacerbated by the strong growth in online and mobile payments. To identify fraudulent activity, AI algorithms check the plausibility of clients’ credit card transactions in real time and compare new transactions with previous amounts and locations. AI blocks transactions if it sees risks.

ii) AI is also being tested in KYC processes to verify the identity of clients. AI algorithms scan client documents and evaluate the reliability of the information provided by comparing it with information from the internet. If AI algorithms identify inconsistencies, they raise a red flag and a more detailed KYC check by bank employees is performed.

iii) Another area where banks are experimenting with AI technologies is chatbots. Chatbots are digital assistants that interact with clients by text or voice and aim to address their requests without the involvement of a bank employee.

iv) Banks are also exploring AI to visualise information from legal documents or annual reports, for example, and to extract important clauses. AI tools create models autonomously after observing the data and back testing to learn from their previous mistakes to improve accuracy.

v) Some existing financial technology tools evolve as true AI solutions over time, too. Good examples include robo-advisors that enable full automation in certain asset management services and online financial planning tools that help customers make more informed consumption and saving decisions. As these financial technology solutions mature, they increasingly use techniques that search data and find patterns in them autonomously.

Sources: FSB (2017), Deutsche Bank Research

7 For a detailed overview on how AI is being implemented in the individual categories of table 8, please see FSB (2017).
8 See Mai (2018).
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In their quest to become more efficient, banks mostly seem to be exploring AI applications to replace activities which are costly, laborious and repetitive. The focus is on operational risk management gains like fraud detection or improved KYC and on opportunities for cost reduction like chatbots or robo-advisors.

Impediments to the use of artificial intelligence in banking

Despite its immense potential, some external factors might slow down AI implementation in banking. To begin with, the EU’s General Data Protection Regulation (GDPR), which came into force in 2018, contains preventive clauses on automated decision-making. This affects not only the financial industry but all sectors in general. Article 22 of the GDPR states: “The data subject shall have the right not to be subject to a decision based solely on automated processing, including profiling...” This is particularly problematic for AI tools whose decision-making by definition is solely automated. To overcome the restrictions under Article 22, human involvement at some stage might be a solution. I.e. at the end of the AI chain, the final decision could be given to humans. In addition, Article 13 of the GDPR involves disclosure provisions. For example, if an AI tool rejects a bank account or loan application, the client has the right to know the logic involved in this decision. Article 13 does not necessarily require the source code of the AI algorithm to be revealed in detail. Yet some information on the input parameters of the AI tool has to be disclosed. In any case, the intervention of human programmers might be required in order to fully comply with these and many other data privacy rules, a setback for the expected efficiency gains of AI.

Another likely impediment to AI use in banking is the potentially malicious manipulation of big data. For example, hackers might try to flood systems with fictitious data (fake social media accounts, websites, news) to influence AI decision-making. As a result, AI tools might come up with biased decisions and discriminate against certain individuals, or hackers could even take control of AI systems. With AI systems being connected to each other, malevolent issues might intensify. Even though AI itself has a relatively high level of accuracy in detecting cyber-attacks and malware, the continuous surveillance and monitoring of programmers might be necessary to address cybersecurity issues. The introduction of regulatory sandboxes, where the safety of new AI tools is tested in a real-world environment, might be beneficial in this context.

A real-life application of AI: Deutsche Bank’s Alpha-Dig platform

Using AI and machine learning tools, it is possible to quantify geopolitical risk and predict its effect on financial markets. For example, Deutsche Bank’s Alpha-Dig platform (Alpha-Dig) infers context from news media, social media, and other natural language articles, and then builds a picture of a country’s political risk profile.

Alpha-Dig first uses algorithms to mine global financial news as a proxy for how much media attention there is towards certain countries’ risks. The process uses Natural Language Processing and machine learning techniques to infer context in a news article and ensure that positive and negative indicators are gleaned from it. As a second step Alpha-Dig overlays learnings from Wikipedia whose articles are largely accurate and easily readable for machines. To adjust for potential biases, the platform uses readership data to see what topics are trending. Once data from the mainstream financial news is enhanced with learnings from Wikipedia, Alpha-Dig can create a picture that shows how political issues have become more or less important over time. Among other statistical methods, Z-scores can be calculated, which look at the average amount of daily geopolitical news for a topic in the recent past and see what proportion of all geopolitical news is consumed by that topic. If a particular political event is receiving attention that is greater than two standard deviations more than normal, it is labelled an ‘outlier’ event. Obviously, no system can accurately forecast geopolitical implications all the time. But via tools like Alpha-Dig, an objective measure that can assist investors in what are notoriously difficult times can be created, thanks to advancement in AI.
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In the eyes of some observers, AI – and especially neural networks – have opaque reasoning and function as black boxes. These concerns arise from the sometimes complex AI algorithms and the inability of humans to visualise and understand these patterns. What aggravates the complexity problem is the fact that AI algorithms update themselves over time and become more connected. It is important to remember that AI predictions and decisions might be very close to those of humans in the end. Unlike humans though, AI by its nature is unable to communicate its reasoning. This complicates the use of AI, considering that processes in banking have to be fully traceable backwards even if the decisions made are reasonable and justified. If there is a problem with a decision, it needs to be clearly detectable at which step the error has occurred. The entire decision-making process has to be compliant with regulatory and supervisory rules and fully transparent. While it may also cancel out some efficiency gains, the involvement of human programmers and overseers might be a solution to reduce issues around the opaqueness of some AI algorithms. Despite these potential impediments, banks are dedicated to experimenting with AI, which could have significant profitability implications.

Artificial intelligence and bank profitability

AI might contribute to bank profitability in two ways: First, by taking over repetitive tasks from bank employees, autonomous AI software could reduce the demand for less-skilled labour and improve the efficiency of remaining bank staff. This is crucial, as employee compensation usually represents a large share of banks’ cost base. Second, AI implementation could also contribute to revenue generation. For example, it might help banks to develop new products and offer tailor-made products better suited to client preferences. Nevertheless, quantifying the link between the use of AI and bank profitability is hard, not least due to issues around identification and a lack of micro data. From an aggregate angle, though, AI patent applications and ROA in the banking sector in European countries show an almost linear relation, with a correlation of 80%. Banks seem to be more profitable in countries where the level of AI patent activity is higher. At the same time, it is somewhat difficult at this early stage of AI diffusion in banking to assess the potential operational risks and associated costs for banks which might stem from the increased use of AI.

There are various factors that determine bank profitability which need to be accounted for in an empirical setting. In our panel regression, we control for macro and banking sector-specific indicators, as well as time-fixed effects, in addition to AI. In our sample, we covered data from ten EU countries and a time span from 2010 to 2015. The dependent variable of our analysis is the ROA of the banking sector in individual countries. Our results reveal that macro factors such as GDP growth and inflation are the most important contributors to bank profitability. These explain two-thirds of the variation in bank profitability. Banking sector indicators such as cost-income ratio, equity-to-assets ratio and non-performing loans explain some 30% of the variation in ROA. AI patents positively impact ROA at statistically significant levels and explain 7% of the variation in bank profitability. It is important to remember that there are large overlaps between standard IT solutions and sole AI applications and patents. For example, large-capacity and high-speed data storage, as well as high-speed computing patents, have a broader impact far beyond AI. In this vein, it may be fair to argue that bank profitability is positively related to stronger use of AI in specific and stronger use of IT in general. Obviously, the causality could also work the other way around, with more profitable banks investing more in AI.

9 See Bathaee (2018) for a detailed explanation.
10 We normalise the number of AI-related patents (i.e., divide them by the total number of patents in a given country) to eliminate potential outlier effects, such as an overall increase in patent activity.
However, in banking, IT implementation may be largely driven by (customer) demand and not necessarily by supply. Moreover, strong competition makes modern technology a priority even for those banks that are not profitable. The fact that AI impacts bank profitability means it might help European banks to address one of their core problems of recent years: persistently weak profitability.¹¹ By increasing labour productivity, AI technologies could structurally reduce costs in the banking sector.

Concluding remarks

AI has the potential to revolutionise several aspects of our everyday life. Especially in the US and China, AI has attracted large investments in recent years and is increasingly being implemented. In Europe, the picture is somewhat mixed, with a couple of countries having an active AI landscape while others lag behind. Being aware of its potential, European policymakers have introduced measures to increase AI activity in Europe. AI also has the potential to fundamentally change aspects of financial services. To date, though, implementation in banking has been modest. Looking forward, regulatory measures around data privacy and the highly regulated nature of banking might create obstacles to AI implementation. Still, AI’s potential contribution to bank profitability should not be underestimated. In an environment where competition in banking is growing ever more intense – thanks to data-driven financial services providers such as financial technology (FinTech) start-ups and large technology firms that are challenging traditional banking business models – rapid implementation of AI technologies might be pivotal for banks to remain competitive.

Orçun Kaya (+49 69 910-31732, orcun.kaya@db.com)

¹¹ See e.g. Schildbach (2017).
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